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Equivalent to the Audit Schema Object Management Event Class.

Access control locks the door to the data, audit plays a big brother role by STATUS both will result in the audit of successful and failing events. OBJECTSCHEMA: Schema name of the object, OBJECTNAME: Unqualified name of the object.
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